# Meeting Minutes Week 4:

Chameleon Security Team Meeting Minutes:

## Participants:

|  |  |
| --- | --- |
| * MIRIAM AZMY * SHUODONG XING * JASON GALLETTI * LUCAS KOCON * GEORGE CHIA * ADAM SARIN * HAMISH ANDREW BURNETT * SU MYAT WIN * ADAM TAY * THEODORE SAVVIDIS * HARRY TIERNEY | * JORDAN BELLI * BROCK DYLAN ALEXIADIS * REWNIZ PATELL * AHMAD RAHMAN * ADRIAN THOMAS THAUS * USMAN TARIQ * KARTIK KAUSHIK * TOLULOPE EBENEZER AKIN-DADA * JULIAN DOUGLAS HOLLAND * LEON NETTO * DANIEL BLAIR |

## Apologies:

* SANCHIT MAHAJAN
* PASCAL TRACZEWSKI
* JESVIN SABU
* HADI ALHARBI
* BIPANJEET SINGH SODHI
* ANENA GHOSH
* NATHAN TIEN LE NGUYEN

## Agenda:

* Access to Google Cloud Platform (GCP)
* Update on the Melbourne Open Playground (MOP) website being down.
* Discuss Leadership Document

## Outcome

* Access to Google Cloud Platform (GCP) - coordinating with Deakin University staff for provisioning resources and granting access.
* Inquiry regarding the Melbourne Open Playground (MOP) website being down, with confirmation that it's back up and database restoration is in progress.
* It seems attacks can be conducted on the production MOP Website. Link: [Melbourne Open Playground (react-test-6najyje5cq-uc.a.run.app)](https://react-test-6najyje5cq-uc.a.run.app/)
* Discussion about diversifying from penetration testing. Proposal to collaborate with MOP and Chameleon owners for joint work including reviewing pull requests for vulnerabilities and actively participating in software development.
* Discussion among leaders may be necessary regarding access and password policy for the MOP website security testing in order to not overload the website.
* No questions on the Leadership Document.
* Brief discussion on Mandiant cybersecurity capability is now a part of Google Cloud. Link: <https://www.mandiant.com/mandiant-now-part-google-cloud>
* Next week is intra-trimester break. There will be no meeting next week.

## Team discussed current work:

* Hamish – upskilling on SSL and certificates / Leadership meeting
* Miriam – continuity plan and compliance audit / patch deployment and user management
* Leon – Digital Preservation Policy
* Jason – Reviewing previous student work, vulnerability scan on the chameleon website
* Harry – Scope for Res Team Report
* Shudong – Looking for guidance on a security task
* Adrian – Looking to do work with the EV app
* Lucas – No major updates focused on locally hosted MOP website
* Jordan – Carrying out a security audit on the chameleon and EV websites.
* Adam Sarin – Upskilling and looking for more tasks
* Ahmad – Secure code review task this week
* Daniel – Github upskilling, IoT Policy Document. Setup MOP website locally
* George – Upskilling and looking into Trello Tasks
* Adam T – Network security policy for Chameleon
* Adam S – Upskilling, past documentation, self-hosted the MOP site.